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1. ПЕРЕДМОВА

Ефективне функціонування системи оцінювання ризиків і загроз є важливим елементе] 
стратегічного планування та забезпечення національної стійкості. Натомість російська агресі 
проти Української держави, яка порушила світовий правопорядок та продовжує загрожуват: 
глобальній безпеці, змушує зосередитись на вирішенні «традиційних» питань безпековс 
політики, зокрема, на забезпеченні територіальної цілісності та захисті державног 
суверенітету.

Метою курсу є опанування майбутніми фахівцями знаннями про складові формуванні 
світового порядку у контексті забезпечення національної безпеки та вплив наслідків посягання н 
територіальну цілісність на національну безпеку, що дозволить їм розв’язувати склади 
спеціалізовані завдання щодо адекватного реагування на загрози національним інтересам Україі| 
в межах своєї професійної компетенції.

Завдання курсу полягає у вивченні інституційних засад запобігання загрозам територіальне 
цілісності та екстремізму.

Методи навчання: пояснювально-ілюстративний, репродуктивний, частково-пошуковий, мето, 
проблемного викладу, робота в малих групах, методи інтерактивного навчання (ділові ігри, кругл 
столи тощо), блоковий метод, метод проектів, використання комп’ютерних технологій тощо. Сере, 
форм викладання навчальної дисципліни переважають лекційні, семінарські заняття, дискусії 
презентації, моделювання професійних ситуацій, мозкові штурми, індивідуальна-консультаційн 
робота під керівництвом викладача та самостійна робота здобувачів, при виконанні якої здобувач ма 
звертатись до роботи в мережі Internet, працювати з першоджерелами, виконувати різні види завдань 
звертатись до самоспостереження та самоаналізу.

Організація поточного та підсумкового контролю знань: контроль роботи здобувана вищо 
освіти є необхідним компонентом навчального процесу, який має на меті визначення реальной 
рівня професійної підготовки здобувана, а також надання необхідних рекомендацій, які будут] 
сприяти подальшому розвитку його творчої особистості. Об’єктами контролю є отримай 
здобувачами знання у процесі засвоєння матеріалу дисципліни на лекціях, семінарських заняттях 
диспутах та під час виконання індивідуальних завдань. Логічним завершенням процесу контроля 
є процедура оцінювання отриманих здобувачем знань. Підсумковий контроль проводиться у форм 
диференційованого заліку.
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2. ОПИС НАВЧАЛЬНОЇ дисципліни

Показник Характеристика навчальної дисципліни
денна форма навчання заочна форма навчання

Кількість кредитів
ЄКТС - 4 Рік підготовки:

Модулів - 2 1-й

Змістових модулів - 2
Семестр

1-й
Лекції

Загальна кількість 
годин - 120

4 год.
Семінарські

4 год.
Лабораторні

-
Самостійна робота

110 год.
Індивід.-консультаційна робота: 2 год.
Форма семестрового контролю: диференційований залік

2.1. КОМПЕТЕНТНОСТІ І РЕЗУЛЬТАТИ НАВЧАННЯ______________
______________ Компетентності_____________________________ Результати_____
ІК. Здатність розв’язувати задачі дослідницького РНЗ. Приймати обґрунтовані рішення з 

■та'або інноваційного характеру у галузі питань забезпечення національної безпеки 
і національної безпеки (за окремими сферами держави (за сферами забезпечення та видами 
забезпечення і видами діяльності). діяльності), у тому числі в умовах

багатокритеріальності, неповних чи 
__________________________________________ суперечливих інформації та вимог.__________ 

Спеціальні
СК 3. Здатність використовувати понятійно-РН9. Синтезувати спектр заходів та підходів, 
[категоріальний апарат теорії національної що можуть використовуватись для 
безпеки, аналізувати та розвивати структуру вирішення проблем, пов’язаних з викликами 
системи забезпечення національної безпеки та глобальній, європейській та регіональній 
принципи її функціонування безпеці
СК 4. Здатність аналізувати та прогнозувати РН12. Застосовувати спеціалізовані 
розвиток безпекового середовища (глобальний, концептуальні знання, що включають 
регіональний та національний аспекти) за сучасні наукові здобутки і є основою для 
окремими сферами забезпечення та видами прийняття ефективних рішень, проведення 
діяльності досліджень та критичного осмислення
СК 7. Здатність інтегрувати знання та проблем у галузі національної безпеки, 
розв’язувати складні задачі національної безпеки етичних норм.
(за окремими сферами забезпечення і видами PH 15. Управляти проведенням заходів у 
діяльності) у широких та/або процесі забезпечення національної безпеки в 
;мультидисциплінарних контекстах за наявності різних умовах обстановки з використанням 
неповної або обмеженої інформації з урахуванням нових стратегічних підходів, 
аспектів соціальної та етичної відповідальності
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2.2. ПРЕРЕКВ13ИТИ ТА ПОСТРЕКВІЗИТИ ВИВЧЕННЯ ДИСЦИПЛІНИ

Перерезвізити дисципліни: «Міжнародно-правові механізми захисту прав людини: 
«Державний розвиток в умовах загроз національній безпеці», «Правове забезпечення діяльнеє' 
сектору безпеки та оборони», «Теорія національної безпеки».

Постреквізити вивчення дисципліни є: «Міжнародна безпека та стандарти НАТО 
національній безпеці», «Стратегічне планування та впровадження інновацій у фінансовій безпеці) 
«Інформаційна безпека держави».
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2.3. СТРУКТУРА НАВЧАЛЬНОЇ ДИСЦИПЛІНИ

Академічна група ПМНБЗ-24-1

Кількість годин
№
п/п ЗМІСТОВІ МОДУЛІ

Л
ек

ці
ї

С
ем

ін
ар

сь
кі

 
за

ня
тт

я

П
ра

кт
ич

ні
 

за
ня

тт
я

ін
ди

ві
ду

ал
ьн

 
а 

ро
бо

та

С
ам

ос
ті

йн
а 

ро
бо

та

Вс
ьо

го

МОДУЛЬ 1 
_________ ЗМ 1 (Теми. 1-3)

1 Еволюція тероризму та екстремізму 2 2 13 17

2 Загрози територіальній цілісності України 13 13

3 Основні види гібридних загроз державі та 
суспільству

13 13

Всього по модулю 2 2 39 43
МОДУЛЬ 2 
ЗМ 2 (Т. 4-8)

4 Запобігання загрозам територіальної цілісності з 
боку міжнародного тероризму 15 15

5

6

Правові основи побудови державних систем 
боротьби з проявами тероризму та екстремізму 14 14

Організаційно-правові механізми протидії 
тероризму та екстремізму 2 2 14 18

7 Міжнародно-правові засаби протидії загрозам 
територіальної цілісності та екстремізму 14 14

8 Юридична відповідальність за посягання на 
територіальну цілісність та прояви екстремізму 2 14 16

Модульний контроль

Всього по модулю 2 2 2 71 77
Форма контролю - диференційований залік
Разом годин з курсу 4 4 2 ПО 120
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РЕИТИНГ-ПЛАН
Заочна форма навчання

Го
 п

ін
и

1

Тема

Форма 
заняття та 
діяльності 

(лекція, 
семінар, 

практична 
робота, 

лабораторна 
робота, 

і самостійна 
робота здо­

бувана, 
контрольний 

захід, під­
сумкове тес­

тування, 
індивіду­

альна
робота)

і

Результати навчання
Вага оціню 
(кількість 

балів)

2
1. Еволюція тероризму 
та екстремізму

Лекція РН9. Синтезувати спектр заходів та підходів, що можуть 
використовуватись для вирішення проблем, пов’язаних з 
викликами глобальній, європейській та регіональній безпеці

0
2 Семінар 10
13 Самостійна 

робота
0

_0_ 
0

Г із
2.Загрози 
територіальній 
цілісності України

Лекція 
Семінар

РНЗ. Приймати обґрунтовані рішення з питань забезпечення 
національної безпеки держави (за сферами забезпечення та 
видами діяльності), у тому числі в умовах 
багатокритеріальності, неповних чи суперечливих інформації 
та вимог.

0
0

Самостійна 
робота

0

0
3.Основні види
гібридних загроз
державі та
суспільству

Лекція PH 12. Застосовувати спеціалізовані концептуальні знання, 
що включають сучасні наукові здобутки і є основою для 
прийняття ефективних рішень, проведення досліджень та 
критичного осмислення проблем у галузі національної 
безпеки.
етичних норм.

0
0 Семінар 0
13 Самостійна 

робота
0
0

43 Усього за модулем 1 0
0

4.Запобігання 
загрозам 
територіальної 
цілісності з боку 
міжнародного 
тероризму

Лекція PH 15. Управляти проведенням заходів у процесі 
забезпечення національної безпеки в різних умовах 
обстановки з використанням нових стратегічних підходів.

0
0 Семінар 0
15 Самостійна 

робота
0

0
5. Правові основи 
побудови державних 
систем боротьби 3 
проявами тероризму 
та екстремізму

Лекція РН15. Управляти проведенням заходів у процесі 
забезпечення національної безпеки в різних умовах 
обстановки з використанням нових стратегічних підходів.

0
0 Семінар 0
14 Самостійна 

робота
0

2
6. Організаційно-
правові механізми 
протидії тероризму та 
екстремізму

Лекція РНЗ. Приймати обґрунтовані рішення з питань забезпечення 
національної безпеки держави (за сферами забезпечення та 
видами діяльності), у тому числі в умовах 
багатокритеріальності, неповних чи суперечливих інформації 
та вимог.

0
2 Семінар 10
14 Самостійна 

робота
0

0
7. Міжнародно- 
правові засаби 
протидії загрозам 
територіальної

Лекція РНЗ. Приймати обґрунтовані рішення з питань забезпечення 
національної безпеки держави (за сферами забезпечення та 
видами діяльності), у тому числі в умовах 
багатокритеріальності, неповних чи суперечливих інформації 
та вимог.

0
0 ’ Семінар 0
14 Самостійна 

робота
0
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цілісності та
екстремізму

0 8.Юридична 
відповідальність за
посягання на
територіальну 
цілісність та прояви 
екстремізму

Лекція PH 15. Управляти проведенням заходів у процесі 
забезпечення національної безпеки в різних умовах 
обстановки з використанням нових стратегічних підходів.

0

0 Семінар 0

14 Самостійна 
робота

0

2 Індивідуальн 
0- 

консультацій 
на робота

10

Т. 1-8 Модульний 
контроль

15

77 Усього за модулем 2 »■ 45

Комп'ютерне тестування на платформі дистанційного навчання ДПУ MOODLE 5
Диференційований залік 50

Усього за курсом 100

с



3. ПРОГРАМА НАВЧАЛЬНОЇ ДИСЦИПЛІНИ

Тема 1. Еволюція тероризму та екстремізму
План лекційного заняття

1. Тероризм: еволюція, підходи до концептуалізації та індикатори визначення.
2. Причини і мотиви тероризму.
3. Елементи й ознаки терористичної діяльності.

4. Види тероризму.
5. Глобальний індекс тероризму.

План семінарського заняття
1. Тероризм: еволюція, підходи до концептуалізації та індикатори визначення.
2. Причини і мотиви тероризму.
3. Елементи й ознаки терористичної діяльності.

4. Види тероризму.
5. Глобальний індекс тероризму.

Самостійна робота здобувачів вищої освіти
1. Внутрішній, міжнародний тероризм, інформаційний тероризм / кібертероризм.
2. Радикалізм, екстремізм, фанатизм.
3. Поняття «державна територія», «територіальне верховенство», «державний 

суверенітет».

Питання для самоконтролю
1. Що розуміють під категорією тероризму?
2. Які ключові причини та мотиви тероризму?
3. Які ознаки терористичної діяльності?
4. Що означає глобальний індекс тероризму?

Рекомендована література:
основні [3; 6; 7; 8],
допоміжні [7; 8; 9],
інформаційні ресурси Інтернет [1-4; 7; 8]
міжнародні видання [5; 6; 9]

Гема 2. Загрози територіальній цілісності України
Самостійна робота здобувачів вищої освіти

1. Поняття загроз територіальній цілісності.
2. Види загроз територіальній цілісності.
3. Посягання на державний суверенітет України та її територіальну цілісність.
4. Втручання у внутрішні справи України з боку інших держав.
5. Загрози у воєнній сфері та сфері безпеки державного кордону.
б. Загрози кібербезпеці та безпеці інформаційних ресурсів.

Питання для самоконтролю
1. Які види загроз територіальній цілісності?
2. Що розуміється під посяганням на державний суверенітет України та її територіальну 

цілісність?
3. У чому полягають загрози у воєнній сфері та сфері безпеки державного кордону?

Рекомендована література:
основні [1; 6; 7; 9],

допоміжні [1; 8; 9; 10;],
інформаційні ресурси Інтернет [1-4; 10]
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міжнародні видання [4; 7; 8;]

Тема 3. Основні види гібридних загроз державі та суспільству
Самостійна робота здобувачів вищої освіти

1. Гібридні загрози та національна стратегія.
2. Протидія гібридним загрозам та ведення гібридної війни як частина національної 

стратегії держави.
3. Захист критичної інфраструктури. Вибудовування національної стійкості до гібридних 

загроз: заходи пом'якшення наслідків.
4. Ризики переростання гібридних загроз у військові конфлікти.

Питання для самоконтролю
1. Які заходи протидії гібридним загрозам та ведення гібридної війни?
2. Як визначаються ризики переростання гібридних загроз у військові конфлікти?
3. Чи шкодить фінансова нестабільність національній безпеці держави?

Рекомендована літератури:
основні [1-4; 5; 9 ],
допоміжні [1-4; 7; 10;]
інформаційні ресурси Інтернет [1-5]
міжнародні видання [5; б; 9]

Тема 4. Запобігання загрозам територіальної цілісності з боку міжнародного 
тероризму

Самостійна робота здобувачів вищої освіти
1. Координація дій правоохоронних органів і органів державної безпеки держави.
2. Взаємодія внутрішньодержавних органів державної безпеки із відповідними органами 
ЄС.
3. Співпраці з органами державної безпеки інших держав.
4. Європейська конвенція про боротьбу з тероризмом від 27.01.1977 р.

Питання для самоконтролю
1. Яким чином здійснюється координація дій правоохоронних органів і органів державної 

безпеки держави?
2. Назвіть сферу взаємодії внутрішньодержавних органів державної безпеки.
3. Назвіть основні форми співпраці з органами державної безпеки інших держав.
4. Які ключові положення Європейська конвенція про боротьбу з тероризмом від 

27.01.1977 р.?

Рекомендована література:
основні [4; б; 7],
допоміжні [1-5]
інформаційні ресурси Інтернет [8; 10]
міжнародні видання [5; 6; 8]

Тема 5. Правові основи побудови державних систем боротьби з проявами тероризму та 
екстремізму

Самостійна робота здобувачів вищої освіти
1. Нормативно-правове забезпечення протидії тероризму та екстремізму в Україні.
2. Суб’єкти, що здійснюють діяльність у сфері боротьби з тероризмом, та їх повноваження.
3. Взаємодія суб’єктів боротьби з тероризмом.
4. Принципи протидії тероризму.
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5. Співвідношення оперативно-розшукової, розвідувальної та контррозвідувальної 
діяльності у сфері боротьби з тероризмом та підрозділи, які здійснюють цю діяльність.

Питання для самоконтролю
1. Наведіть приклад ключових нормативно-правових актів в системі протидії 

тероризму та екстремізму в Україні.
2. Які суб’єкти, що здійснюють діяльність у сфері боротьби з тероризмом?
3. Які форми взаємодії суб’єктів боротьби з тероризмом?
4. Які основні принципи протидії тероризму?
5.

Рекомендована література:
основні [2-4; 7; 9],
допоміжні [1-4; 5; 7; 10;],
інформаційні ресурси Інтернет [1; 7; 8]
міжнародні видання [1-4; 5; 7]

Тема 6. Організаційно-правові механізми протидії тероризму та екстремізму 
План лекційного заняття

1. Структура та функції антитеротистичної безпеки України.
2. Попередження діяльності, що посягає на територіальну цілісність і конституційний лад.
3. Особливості відмежування колабораційної діяльності від інших діянь проти основ 

національної безпеки.
4. Використання новітніх технологій для виявлення та попередження терористичних 

загроз.
План семінарського заняття

1. Структура та функції антитеротистичної безпеки України.
2. Попередження діяльності, що посягає на територіальну цілісність і конституційний лад.
3. Особливості відмежування колабораційної діяльності від інших діянь проти основ 

національної безпеки.
4. Використання новітніх технологій для виявлення та попередження терористичних 

загроз.
Самостійна робота здобувачів вищої освіти

1. Антитерористичне законодавство.
2. Концепція боротьби з тероризмом в Україні.
3. Проблеми вдосконалювання системи антитерористичної безпеки Україні.

Лизання для самоконтролю
1. Що розуміється під антитеротистичною безпекою України?
2. Які основні напрями попередження діяльності, що посягає на територіальну цілісність і 

конституційний лад?
3. Які особливості відмежування колабораційної діяльності від інших діянь проти основ 

національної безпеки.
4. Охарактеризуйте особливості використання новітніх технологій для виявлення та 

попередження терористичних загроз.

Рекомендована література:
основні [3; б; 7; 8],
допоміжні [1-3; 7; 10],
інформаційні ресурси Інтернет [3-6; 7; 8; 10]
міжнародні видання [1; 6; 7]
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Тема 7. Міжнародно-правові засаби протидії загрозам територіальної цілісності та 
екстремізму

Самостійна робота здобувачів вищої освіти
1. Основні напрямки та форми міжнародного співробітництва держав у боротьбі з тероризмом 

та ексремізмом.
2. Міжнародні стандарти боротьби з відмиванням коштів, фінансуванням тероризму і 

розповсюдженням зброї масового знищення.
3. Інститут видачі злочинців у міжнародному праві (екстрадиція).
4. Міжнародна організація кримінальної поліції (Інтерпол).

Питання для самоконтролю
1. Які основні напрямки міжнародного співробітництва держав у боротьбі з тероризмом та 

ексремізмом?
2. Які можна виділити основні міжнародні стандарти боротьби з відмиванням коштів, 

фінансуванням тероризму і розповсюдженням зброї масового знищення?
3. Які органи забезпечують видачу злочинців у міжнародному праві (екстрадицію)?
4. Які завдання Міжнародної організації кримінальної поліції?

Рекомендована література: 
основні [1-5; 7], 
допоміжні [1-7], 
інформаційні ресурси Інтернет [7; 8, 10] 
міжнародні видання [5; 7-8]

Тема 8. Юридична відповідальність за посягання на територіальну цілісність та 
прояви екстремізму

Самостійна робота здобувачів вищої освіти
1. Становлення та розвиток відповідальності за злочини терористичного характеру.
2. Система норм про злочини терористичного характеру в Україні.
3. Розмежування складів злочинів терористичного характеру з суміжними посяганнями.
4. Запобігання тероризму в законодавстві зарубіжних держав.

План індивідуально-консультаційної роботи
1. Реферування наукової статті пов'язаної з концептуальними та організаційними основами 

запобігання загрозам територіальної цілісності та екстремізму, опублікованої у фаховому виданні.

Питання для самоконтролю
1. Яка система норм про злочини терористичного характеру в Україні?
2. Чим забезпечується розмежування складів злочинів терористичного характеру з 

суміжними посяганнями?
3. Які ключові засади запобігання тероризму в законодавстві зарубіжних держав?
4. Які існують види відповідальності за злочини терористичного характеру?

Реком єн до ван а л ітература: 
основні [5; 6; 9], 

допоміжні [1-7], 
інформаційні ресурси Інтернет [1-5; 8; 10] 
міжнародні видання [5; 6; 9]
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4. КРИТЕРІЇ ОЦІНЮВАННЯ РІВНЯ НАВЧАЛЬНИХ ДОСЯГНЕНЬ ЗДОБУВАЧІВ 
ВИЩОЇ ОСВІТИ

Загальний розподіл балів, які здобувай вищої освіти може отримати в межах 100-бальноі 
системи оцінювання, представлено в табл. 4.1.

Таблиця 4

Шкала оцінювання роботи здобувачів вищої освіти на семінарських заняттях 
(заочної форма навчання)

Критерії оцінювання Кількіст 
балів

В повному обсязі володіє навчальним матеріалом, вільно самостійно та аргументовано 10-7 '■ 
його викладає під час усних виступів та письмових відповідей, глибоко та всебічно 
розкриває зміст теоретичних питань та практичних завдань, використовуючи при 
цьому обов'язкову та додаткову літературу______________________________________
Не в повному обсязі володіє навчальним матеріалом. Фрагментарно, поверхово (без 6-4 
аргументації та обґрунтування) викладає його під час усних виступів та письмових 
відповідей, недостатньо розкриває зміст теоретичних питань та практичних завдань, 
допускаючи при цьому суттєві неточності_______________________________________
Не володіє навчальним матеріалом та не в змозі його викласти, не розуміє змісту 3-0 
теоретичних питань та практичних завдань

Виконання самостійної роботи, як правило, оцінюється під час проведення семінарськог 
заняття у вигляді опитування в тому числі за питаннями, які виносяться на самостійну роботу.

Формою проміжного поточного контролю є контрольні роботи, які проводяться письмово.
Таблиця 4.

Розподіл балів за різні види завдань в межах контрольної роботи
Вид завдання Максимальна кількість балів за виконання 

(заочна форма навчання)
Теоретичні питання 8
Тестовий блок 7
Всього____________________________ 15

Таблиця 4..
Шкала оцінювання індивідуально-консультаційної роботи здобувачів вищої освіти
Кількість 

балів 
(денна/заочна)

Критерії оцінювання

10-8

Послідовність, логічність написання реферування наукової статті пов’язаної 
концептуальними та організаційними основами фінансової безпеки державі 
опублікованої у фаховому виданні, яке структурно об’єднано, проаналізовано т 
узагальнено висновками

7-4 Послідовність, логічність написання, але без презентації
0 Не зроблено індивідуальної роботи

Підсумкове оцінювання знань здобувачів вищої освіти здійснюється за результатами 
поточного контролю (від 0 до 50 балів) та екзамену (від 0 до 50 балів).

Критерієм успішного проходження здобувачем освіти підсумкового оцінювання є 
отримання не менше 25 балів за поточний контроль та 25 балів за підсумковий контроль у формі 
диференційованого заліку.
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Переведення даних 100-бальної шкали оцінювання в національну шкалу та шкалу зі 
системою ЄКТС здійснюється в такому порядку (табл.4.4).

Таблиця 4.н
Відповідність підсумкової рейтингової оцінки б балах оцінці за національною шкалою та 

шкалою ЄКТС
Сума балів за 
100-бальною 

шкалою

Оцінка в 
ЄКТС Значення оцінки ЄКТС

Оцінка за національною 
шкалою

Екзамен, курсова 
робота, практика Залік

90-100 А відмінно ВІДМІННО

зараховано
80-89 В дуже добре добре70-79 С добре
60-69 D задовільно

задовільно50-59 Б достатньо
35-49 FX ’незадовільно

з можливістю повторного складання
незадовільно не зараховано0-34 Ї.7 незадовільно

з обов’язковим повторним вивченням 
________________ !5Х2£У________________

Результати складання диференційованого заліку оцінюються та вносяться у відомість 
обліку успішності здобувана вищої освіти, залікову книжку, індивідуальний навчальний план 
здобувана вищої освіти. Визнання результатів навчання, здобутих у неформальній та/або ін 
формальній освіті, проводиться з врахуванням індивідуальних потреб та можливостей здобувана 
освіти, за необхідності з використанням дистанційних технологій комунікації.

Шкала та критерії перезарахування результатів навчання, здобутих в неформальній освіті 
здобувана (до 25% обсягу контактних годин дисципліни).

Кількість 
балів

Форма заняття 
та діяльності

Критерії 
оцінювання

Рекомендовані ресурси для здобуття результату

10 Індивідуальна 
робота

Оцінюється 
робота за 
результатами 
надання 
сертифікату 
обсягом 30 
годин (1 
кредит ECTS) 
або більше

Масові онлайн курси
hllps://www.dpu.edu.ua/osvita/neformalnainformalna- 
osvita

10 Семінарське 
заняття

Оцінюється 
робота за 
результатами 
надання 
сертифікату за 
темою 
лабораторної 
роботи

Масові онлайн курси на платформі EdERA, 
Прометеус тощо. Онлайн курси мережевої 
академії Cisco (https://www.netacad.com/) тощо.

0 Відсутній 
результат або 
результат не 
відповідає 
тематиці 
дисципліни
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5. ЗАСОБИ ДІАГНОСТИКИ РЕЗУЛЬТАТІВ НАВЧАННЯ
При вивченні навчальної дисципліни використовуються наступні засоби оцінювання:
- диференційований залік;
- тести;
- комп’ютерне тестування на платформі MOODLE ДПУ;
- презентації результатів виконаних завдань та досліджень;
- командні проекти;
- аналітичні звіти, есе, доповіді;
- студентські презентації та виступи на наукових заходах;
- інші види індивідуальних та групових завдань.

6. ФОРМИ ТА ПИТАННЯ ПОТОЧНОГО ТА ПІДСУМКОВОГО КОНТРОЛЮ

Форми поточного контролю:
1) проміжний модульний контроль;
2) підсумкова модульна контрольна робота;
3) письмові, усні опитування на семінарських заняттях;
4) есе, тези;
5) презентація;
б) огляд спеціальної літератури;
7) тестування за темами;
8) проведення круглих столів, участь у конференціях;
9) ділова гра.
В процесі поточного контролю здійснюється СРС над досліджуваним матеріалом: повнота 

виконання завдань, рівень засвоєння навчальних матеріалів та окремих розділів навчальної 
дисципліни, робота з додатковою літературою, вміння і навички презентацій, оволодіння 
практичними навичками аналітичної, дослідницької роботи тощо.
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Перелік питань до поточного та підсумкового контролю

1. Героризм: еволюція, підходи до концептуалізації та індикатори визначення.
2. Причини і мотиви тероризму.
3. Елементи й ознаки терористичної діяльності.
4. Види тероризму.
5. Глобальний індекс тероризму.
6. Внутрішній, міжнародний тероризм, інформаційний тероризм / кібертероризм.
7. Радикалізм, екстремізм, фанатизм.
8. Понятья «державна територія», «територіальне верховенство», «державний 

суверенітет».
9. Поняття загроз територіальній цілісності.
10. Види загроз територіальній цілісності.
11. Посягання на державний суверенітет України та її територіальну цілісність.
12. Втручання у внутрішні справи України з боку інших держав.
13. Загрози у воєнній сфері та сфері безпеки державного кордону.
14. Загрози кібербезпеці та безпеці інформаційних ресурсів.
15. Гібридні загрози та національна стратегія.
16. Протидія гібридним загрозам та ведення гібридної війни як частина національної 

стратегії держави.
17. Захист критичної інфраструктури. Вибудовування національної стійкості до гібридних 

загроз: заходи пом'якшення наслідків.
18. Ризики переростання гібридних загроз у військові конфлікти.
19. Координація дій правоохоронних органів і органів державної безпеки держави.
20. Взаємодія внутрішньодержавних органів державної безпеки із відповідними органами 

ЄС.
21. Співпрація з органами державної безпеки інших держав.
22. Європейська конвенція про боротьбу з тероризмом від 27.01.1977 р.
23. Нормативно-правове забезпечення протидії тероризму та екстремізму в Україні.
24. Суб’єкти, що здійснюють діяльність у сфері боротьби з тероризмом, та їх 

повноваження.
25. Взаємодія суб’єктів боротьби з тероризмом.
26. Принципи протидії тероризму.
27. Співвідношення оперативно-розшукової, розвідувальної та контррозвідувальної 

діяльності у сфері боротьби з тероризмом та підрозділи, які здійснюють цю діяльність.
28. Структура та функції антитеротистичної безпеки України.
29. Попередження діяльності, що посягає на територіальну цілісність і конституційний лад.
ЗО. Особливості відмежування колабораційної діяльності від інших діянь проти основ 

національної безпеки.
31. Використання новітніх технологій для виявлення та попередження терористичних 

загроз.
32. Антитерористичне законодавство.
33. Концепція боротьби з тероризмом в Україні.
34. Проблеми вдосконалювання системи антитерористичної безпеки Україні
35. Основні напрямки та форми міжнародного співробітництва держав у боротьбі з 

тероризмом та ексремізмом.
36. Міжнародні стандарти боротьби з відмиванням коштів, фінансуванням тероризму і 

розповсюдженням зброї масового знищення.
37. Інститут видачі злочинців у міжнародному праві (екстрадиція).
38. Міжнародна організація кримінальної поліції (Інтерпол).
39. Становлення та розвиток відповідальності за злочини терористичного характеру.
40. Система норм про злочини терористичного характеру в Україні.
41. Розмежування складів злочинів терористичного характеру з суміжними посяганнями.
42. Запобігання тероризму в законодавстві зарубіжних держав.
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